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ABSTRACT

Route falsification attacks are easy to launch in mobile ad hoc net-
works with on demand routing protocols that employ network-wide
flooding of control packets for route discoveries. To mitigate this
attack, we propose a p-hop crosscheck mechanism that requires
nodes p, p > 2, hops apart to authenticate and verify route re-
ply packets using pair-wise shared keys. The crosscheck can de-
tect route falsification by non-colluding malicious nodes on-the-
fly; furthermore, it can identify a group of at most p + 1 nodes
that contain the malicious nodes that caused the route falsifica-
tion. Unlike intrusion detection techniques, which require exten-
sive monitoring and sampling, the proposed crosscheck mechanism
is light-weight and fast. Therefore, the proposed crosscheck mech-
anism can be used to augment the existing secure routing protocols
and improve intrusion detection capability. We implemented 2-hop
crosscheck for AODV in the Glomosim simulator. Using simula-
tions, we show that 2-hop crosscheck mitigates attacks by multiple
malicious nodes with negligible performance impact.
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C.2.0 [Computer-Communication Networks]: General—Secu-
rity and Protection
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1. INTRODUCTION

A mobile ad hoc network (MANET) consists of several wireless
hosts that are capable of communicating with each other without
the use of a network infrastructure or any centralized administra-
tion. To facilitate multi-hop communication between non-neighbor
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nodes, other nodes must act as routers. Since MANETSs can be
set up easily and inexpensively, they have a wide range of applica-
tions, especially in military operations and emergency and disaster
relief efforts. However, MANETS are more vulnerable to security
attacks than conventional wired and wireless networks due to the
open wireless medium used, dynamic topology, distributed and co-
operative sharing of channels and other resources, and power and
computation constraints. Of particular interest and challenging are
the active route falsification and resource depletion attacks.

We are interested in preventive solutions to route falsification
attacks in on demand routing protocols for MANETSs. In a route
falsification attack, a malicious node falsifies route requests and/or
route reply packets to indicate a better (shorter or fresher) path to
the source of a data connection, make disproportionately large por-
tion of traffic go through them. When the source selects the falsi-
fied path, the malicious node drops data packets it receives silently
(denoted, blackhole attack) or forwards the packets but keeps the
information to conduct analysis of communication patterns such as
sender-recipient matchings, traffic timing, volume, and shape [17].

The current solutions [2, 10, 14, 20, 18, 12] to mitigate route
falsification have easily exploitable security holes (see Section 4)
and often do not consider performance implications of the security
mechanisms proposed. In this paper, we propose a p-hop cross-
check mechanism to identify malicious nodes falsifying route re-
quest and route reply control packets in on demand route discover-
ies. The proposed mechanism uses pair-wise symmetric keys to au-
thenticate and verify control packets by nodes that are p hops apart.
We show that this can detect route fabrication by non-colluding
malicious nodes. Furthermore, it can identify a group of at most
p-+ 1 nodes that contains the malicious nodes. This mechanism can
be used to secure both on-demand table-driven routing protocols
and source routing protocols such as Ad hoc On-demand Distance
Vector routing protocol (AODV) [15] and Dynamic Source Rout-
ing (DSR) [11]. Compared to the current intrusion detection tech-
niques, the crosscheck mechanism is light-weight and fast. There-
fore, the proposed crosscheck mechanism can be used to augment
the existing secure routing protocols and improve intrusion detec-
tion capability. We implemented 2-hop crosscheck (a special case
of p-hop crosscheck) on AODV. Our results indicate that 2-hop
crosscheck mitigates route falsification attacks effectively.

The rest of the paper is organized as follows. Section 2 presents
the p-hop crosscheck mechanism. Section 3 presents the perfor-
mance of the proposed mechanism. Section 4 describes related re-
sults in literature. Section 5 concludes the paper.

2. CROSSCHECK MECHANISM

We begin by presenting the basic route discovery mechanism and
maintenance used in existing on demand routing protocols. Most



of the on-demand routing protocols use route discovery to learn
new routes and route error propagation to remove stale routes. The
route discovery consists of two stages. (1) Route request stage — the
source node floods the network with a route request control packet
(RREQ), and each node (with the exception of the destination) re-
broadcasts the RREQ the first time it hears. (2) Route reply stage —
upon receiving a RREQ), the destination sends a route reply packet
(RREP), which is propagated to the source in the reverse path of
the RREQ.

We use the following attack model. Malicious nodes attempt to
falsify route requests and route replies so that they are in dispro-
portionately large number of routes and impact the network perfor-
mance by dropping all data packets passing through them. Also,
malicious nodes do not collude, an assumption commonly made in
the design of secure communication protocols, and falsify only a
small fraction of route requests they forward so that an intrusion
detection system cannot easily identify them by examining their
reply/request volume.

In p-hop crosscheck, nodes that are p-hops apart authenticate
RREP messages in the route discovery. Each route request (RREQ)
or route reply (RREP) control packet contains a node list which in-
cludes the last p-1 nodes in its path. So, upon receiving RREP, each
node knows its neighbors within p hops away in both directions
along the path from the source to the destination. Each intermedi-
ate node records the node list carried by a RREQ (or RREP) into
its routing table.

Figure 1: 2-hop crosscheck example: solid link indicates wire-
less link and dashed arc indicates node pairs that perform a
crosscheck

We use a simple example to illustrate p-hop crosscheck mech-
anism shown in Figure 1. In this example, there is a 5-node path
from source no to destination na, and 2-hop crosscheck is used.
Each node (e.g., n3), called authentication node, creates a message
authentication code (MAC) using the shared key between current
node (e.g., n3) and the node (e.g., n1), called verification node,
which is 2 hops away from it along the path to the source ng. The
verification node (e.g., n1) will check if middle nodes (e.g., n2)
between the authentication node (e.g., n3) and itself (e.g., n1) fal-
sify the RREP message by verifying the MAC value created by the
authentication node (e.g.., n3).

2.1 Route Discovery

We modify the basic route discovery to identify malicious nodes
falsifying RREQs and RREPs. For now, let us assume that p-hop
crosscheck does not allow intermediate node to originate a RREP
even if it has a fresh route to the destination. Later, we will discuss
the necessary changes to the cross-check mechanism to remove this
restriction and improve network performance.

We use the following notation to describe the p-hop crosscheck
mechanism.

e p: design parameter in crosscheck mechanism (p > 2).

e n,;: the i-th node from source to destination in a route discov-
ery. The whole path can be represented as no, ni,nz, ..., n,
where ng is source, n; is destination, and [ is total number of
hops of this path; p < [ always holds.
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® Ky, n,: shared key between n; and n;; Kn,,n; = Knj,n;-

¢ MAChn, n; (X): message authentication code computed over
message X using shared key Ky, ».

o
e FHE. (forward hop of n;): node which is p hops away from
the node n; along the path to n; in a route discovery, it is

given by
FH} = {

e BHPE (backward hop of n;): the node which is p hop away
from the node n; along the reverse path to ng in a route dis-
covery, it can be obtained by

1+p <l
otherwise

Nitp,
n,

€]

i—p>0
otherwise

Ni—p,
no,

BHY, = { @

e FHLY, (forward hop list of n;): intermediate nodes which
are within p — 1 hops away from the node n; along the path
to n; in a route discovery, it is given by

0, i>=1-1
FHLY, =< (nit1,...,Nitp-1), i+p—1<1 (3)
(Nig1y...yni—1), otherwise

e BHLY, (backward hop list of n;): nodes which are within
p — 1 hops away from the node n; along the reverse path to
no in a route discovery, it can be obtained by

BHL?H = (ni*pﬁ»l’-..,ni,l)’ pr+1>0
(n1,...,mi-1), otherwise

“
e fhy, (forward hop count): the number of hops away from
ny; known to n; after it receives a RREP.

® bhy, (backward hop count): the number of hops away from
no; known to n; after it receives a RREQ.

e hop(ni,n;): number of hops which n; is away from node
n; in a route discovery, this value is known to n;.

2.1.1 Route Request Stage

When source ng needs to send data to destination 7y, it initi-
ates a route discovery and broadcasts a RREQ, which contains the
following information: message type (rreq), source id (ng), desti-
nation id (n;), source request number (no#), backward hop count
(bhny = 0), and a MAC (M0, = M AChg,n;, (n0o#)). Mng,n,
is used for destination to verify the authenticity and freshness the
RREQ generated. Each RREQ forwarded from intermediate node
n; contains a node list which includes all the nodes traversed within

— 1 hops away from n; back to no, denoted as BH L%, given in
(4) When an intermediate node n; receives a RREQ from ni_1,
it will record its backward hop list (BH L) into its routing table
and also update the backward hop list in the Teceived RREQ before
forwarding it.

2.1.2  Route Reply Stage

When a RREQ arrives at destination n;, n; will verify if this
RREQ is originated from source ng by checking My ,x»,. If the
originality of the RREQ can be verified, n; generates a RREP and
sends it back to no along the reverse path of RREQ received. The
RREP sent or forwarded from node n; contains both invariant (non-
mutable) control information and variable (mutable) control infor-
mation. The invariant part contains the following fields: message



type (rrep), no, ni, no#, destination reply number (n;#), hop
count (1), and a MAC, My, ng = M ACh, ng (TTep, no#, m#,1).
The variant part, which may be changed by intermediate nodes,
contains the following information: backward hop list BH LY, ,
current node id n; if it is not destination, forward hop list FHL?, ,
number of hops away from destination fhy,,, and a MAC list. The
MAC list contains p MAC values:

P P
-1 ) p—2 E
(FHR; " \BH} )’ (FHY °,BHZ )

LM

(FHY =n;,BHp)’
where

isTj

isTj (T?"@p, n07nl7n0#7nl#7l7

fhm +h0p(ni7n]')7BHLz:li) (5)

When an intermediate node n; receives a RREP, it checks the
MAC (M f, gr ) created by node FHY. . If the MAC does not

match, one or more nodes among the p — 1 nodes between n; and
node F'HY,, falsify the RREP. If malicious behavior is detected, n;
drops the RREP reports the falsification to the source, ng. Other-

wise it removes M f, e, from the MAC list in the RREP and

computes a new MAC (M S . BHP ) and add it into the end of the
MAC list and forward the RREP to its backward hop.

When the source receives a RREP, it will verify the originality
of the RREP by checking My, n,. It will also verify each MAC
value in the MAC list contained in the received RREP. If all MAC
values are verified successfully, the source will accept this RREP
and update its route tables or route caches appropriately.

2.2 Special cases of p-hop crosscheck

We are interested in two special cases of p-hop crosscheck: 2-
hop crosscheck (p = 2) and complete crosscheck (p = [). We will
discuss these two cases below.

2.2.1 2-hop crosscheck

2-hop crosscheck can be used to secure AODV with slight mod-
ification. A route discovery example is given in Figure 2 and its
related security property graph in route reply stage is shown in Fig-
ure 1.

ng — * 1 {rreq, no, n4, no#, 0, 0, Mny ny }

ny — * : {rreq, no, n4, no#, (no), 1, Mng n,}

ng — * : {rreq, no, n4, no#, (no, n1), 2, Mngy n, }

ng — * 1 {rreq, no, n4, no#, (n1,n2), 3, Mny n, }

ng — ng : {rrep, no, n4, no#, na#, 4, Mn, ng,
(n3),0, (M3, nyr M7, 1))

n3 — ng : {rrep, no, n4, no#, na#, 4, Mn, ng,
(n2,nz.na) 1, (M2, M2, )

ng — ni : {rrep, no, na, no#, na#, 4, Mn, ng,
(n1.m2,n3),2, (M2, . M2, )}

ni1 —ng : {rrep, no, na, no#, na#, 4, Mn, ng,

(ng, 1, n2), 3, (M7 M3, n0))

2,10

Figure 2: Operation example and messages of a route discovery
with 2-hop crosscheck. My n, = MACy,n, (no#)y My ng

= MACh, n,(rrep,no#, na#,4), and Mfllnj is computed as
given in (5).

In 2-hop crosscheck, if an intermediate node, say n;, has a fresh
route to destination n;, when it receives a RREQ for destination
ny, n; can send an authentication request message to its nexthop
FH,I” = n;4+1 and let n;41 sends a RREP if it has valid route
to the destination. When n; receives the RREP from 7,41, it can
forward the RREP to n;_; with authentication information from
both n;41 and itself.
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Since RREQs and RREPs in DSR contain path information, 2-
hop crosscheck can be applied to DSR more easily.

2.2.2  complete crosscheck

complete crosscheck can be applied to DSR directly since RREPs
contain the whole path traversed by RREQs. Because the whole
path list is contained in each RREP, the following fields are not
necessary in the RREP sent or forwarded by node n;: BH Li”,
i, FHLﬁH, and fhy,;. Therefore, the calculation of M,lhnJ is
changed as follows:

My, ., = MAC,

smu-1)) (6)

A complete crosscheck example is illustrated in Figure 3 and the
messages in a route discovery are given in Figure 4.

(7”7’6}?, no, 1, n0#7 ’I’Ll#, (n17 R

i

Figure 3: complete crosscheck example (where [ = 4): solid link
indicates wireless link and dashed arc indicates node pairs that
perform a crosscheck

no — * : {rreq, no, na, no#, 0, Mng,ny }

ny —* : {rreq, no, na, no#, (n1), Mny,ny}

ny —* : {1req, no, na, no#, (n1, n2), Mng,ny}

ng —* : {rreq, ng, na, no#, (n1, n2, n3), Mng,ny )

ng — n3 : {rrep, no, na, no#, (n1, n2, n3), Mny ng,
(M;41,4 ns’ M;41,4 ng’ M;}«AL "1)}

ng — ng : {rrep, no, n4, no#, (n1, n2, n3), Mn, ng,
(M3 na> My nys Mg ng))

no —ny {rrep,4no, na, TZO#, (n1,n2, n3), Mny ng»

4

My ny> Mg ngs Miy o)}

n1 —ng : {rrep, no, n4, no#, (n1, n2, n3), Mny ng,
(M2 o ME 0 ME D)

Figure 4: Operation example and messages of a route discovery
with complete crosscheck (I=4). M,y n, = MACnn,(no##),
My no MACh, n,(rrep, no#t, na#, (n1,n2,n3)), and
Mﬁi oy is same as M, », and its calculation is given in (6).

In order to prevent malicious nodes from modifying MAC values
in the RREP, a cumulative MAC mechanism can be used. We use
the same example in Figure 4 for illustration. All the MACS in a
RREP are either authenticated by the destination or to be verified
by the source. The MACs authenticated by the destination are com-
puted as follows: Mf%nl =MACy, n, (no#, (n1,n2,n3), Mnﬁn0 ),

4 4
Mn4,n2 = MACH4,"2 (n0#7 (n17 n2, n3)7 Mnal,nov Mni,nl )s ng4,m3
=MAC"4»"3(TLO#3(nlvn%n3)7Mn4,n03Mn4,n17 ng,mg )

Those MACs generated by intermediate nodes and verified by
the source are computed as follows:

Mé&no = MACn3,nO (’I’L():}-L,ﬁ7 (nl, na, ng), Mn47n0)’ .
an,no = MAC"Q,"O (’I’Lo#, (n17n27 n3)7 Mn4,n07 Mng,no)s

4770 4 4
My, g =MACh, ng(no#t, (n1,m2,13), My ng, Mug ng, M,

n2mo)-

2.3 Discussion

2-hop crosscheck can be easily applied to AODV and DSR, and
complete crosscheck can be applied to DSR easily since RREQ
and RREP packets in DSR carry all the available path informa-
tion. A 2-hop crosscheck can address route disruption attacks by
the Active-1-1 adversary completely.



Number of Nodes 50
Node Mobility Modified Random Waypoint

Node Minimum Speed 1.0, 2.0, 3.0, 4.0, 5.0, 6.0, 7.0, 8.0
Node Maximum Speed (3.6, 7.1, 10.6, 14.1, 17.6, 21.1, 24.6, 28.2

Node Average Speed (V)[2.0, 4.0, 6.0, 8.0, 10.0, 12.0, 14.0, 16.0

Pause Time 0 seconds

Field Size 1300 m x 800 m (p = 10)
900 m x 560 m (p = 20)

Radio Range 250 m

MAC 802.11

Routing protocol AODV

Number of Traffic Pairs |20

Traffic Load 200, 400 Kbps (CBR/UDP)
Data Packet Payload 500 bytes

Link BW 2 Mbps

Hash length 128 bits

# of Attackers 0,2,4,0or8

Figure 5: Simulation Parameters. Node density, p, is the aver-
age number of nodes in a radio transmission area.

Since p-hop crosscheck enables intermediate nodes identify route
falsification, its detection is more precise than the end-to-end au-
thentication and verification mechanisms used by current secure
routing protocols such as ARAN, SAODV, SRP, and Ariadne. For
example, the 2-hop crosscheck can identify the location of a route
falsifying node to a suspect group of 3 nodes (including the node
that detects the misbehavior); complete crosscheck can identify the
malicious node within a suspect group of 2 (including the detecting
node). Therefore, p-hop crosscheck can be used to augment the ex-
isting secure routing protocols and intrusion detection techniques.
For example, a 2-hop crosscheck or complete crosscheck can be
used to complement Ariadne to prevent the Active-1-2 attack and
Active-2-2 attack mentioned in [2].

The crosscheck mechanism can be used with public key cryptog-
raphy if all pairs of nodes do not have shared keys. For example,
the authentication node (say n;) can authenticate the RREP using
its private key and the verification node (say n;) can use the public
key of n; to verify the message at the first time. Many techniques
proposed in literature [4, 13, 7, 22] can be used to generate neces-
sary shared keys between pairs of nodes. Then the authentication
node and verification node can use the shared key instead.

3. PERFORMANCE EVALUATION

To see the security benefits of p-hop crosscheck, we conducted
a detailed simulation analysis of the same. We implemented 2-hop
crosscheck on AODV and used the Glomosim simulator, v2.03 [3]
to evaluate the performance of 2-hop crosscheck with and with-
out attacks. The simulation parameters used are listed in Figure 5.
The modifications to random waypoint model for node mobility as
given in [5, 19] are used to avoid clustering of nodes in the middle
and gradual decay of average node speed. Node average speed (V)
is calculated according to [19]. We use golden rectangles (GRs)
with length approximately 1.6 times the width (1300 x 800m? and
900 x 560m?). With 50 nodes, the node densities (p, the average
number of nodes in a radio transmission area) are about 10 for the
larger field and 20 for the smaller field.

We compared the performance of AODV with 2-hop crosscheck
using the following metrics: (1) Packet Delivery Ratio (PDR) — the
fraction of data packets sent that are received at the corresponding
destination nodes; (2) Packet Overhead — the average number of
transmissions of control packets per second, each hop-wise trans-
mission of a control packet is counted as one transmission; (3) Av-
erage end-to-end delay of data packets — the average time elapsed

from when a data packet is first sent to when it is first received at
its destination. All experiments were run for 900 seconds. Each
configuration was repeated 20 times and the results were averaged;
the 95%-level confidence intervals are indicated for all data points.
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Figure 6: Packet delivery ratio vs. V in a normal network (p =
10).
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Figure 7: Packet delivery ratio vs. V in a normal network (p =
20).

In the first set of experiments, we evaluated the impact of the
2-hop crosscheck (denoted as CC in the simulation results) mech-
anism in a normal network without any attacks.

Figures 6 and 7 give the PDR of AODV with or without 2-hop
crosscheck mechanism in both low and high node density networks.
The original AODV and the AODV with crosscheck have nearly the
same PDR. AODV with crosscheck has close average data packet
delay as the original AODV with different average node speeds, as
shown in Figures 8 and 9.

Figures 10 and 11 show the control packet overhead. AODV
with and without crosscheck have nearly the same packet overhead
with traffic load 200 kbps. When the traffic load increases to 400
kbps, AODV with crosscheck has slightly higher packet overhead.
Since in AODV with crosscheck an intermediate node can not send
RREP back to the source directly even if it has a fresh route, the
route discovery takes longer with the crosscheck mechanism. Also,
the use of crosscheck incurs higher byte Overhead (not shown).

In the second set of experiments, we evaluated the effectiveness
of 2-hop crosscheck mechanism on AODV with attacks. We im-
plemented a simple route disruption attack — black hole. Each ma-
licious node sends a fabricated RREP with higher sequence num-
ber (indicating fresher route) or smaller hopcount (1 in our simu-
lations) with 0.05 probability after receiving a RREQ. This lets a
malicious node to put itself in more active routes than otherwise
feasible, without generating excessive traffic that may be detected
by an intrusion detection system. The malicious node drops all
data packets going through it. Figures 12 and 13 give the PDR
with and without crosscheck versus different number of attackers in
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Figure 8: Average packet delay vs. V in a
normal network (p = 10).
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Figure 10: Packet overhead vs. V in a nor-
mal network (p = 10).
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Figure 11: Packet overhead vs. V in a nor-
mal network (p = 20).

low-density and high-density networks, respectively. The PDR of
the original AODV drops dramatically with the number of attack-
ers increasing, about 70% drop in high density network and 30%
drop in low density network with 8 attackers. Whereas, the PDR of
AODV with crosscheck changes only slightly when the number of
attackers increases.

In summary, the proposed 2-hop crosscheck achieves the desir-
able security property with negligible performance impact.

4. RELATED WORK

Many secure on-demand routing protocols, such as ARAN [18],
SAODV [20], SRP [14], Ariadne [10], SDSR [12], and endairA [2],
are proposed for mobile ad hoc networks in the literature. ARAN
and SAODYV are based on AODV, while SRP, Ariadne, and endairA,
and SDSR are based on DSR.

In ARAN, source signs the RREQ packets it initiates. Each node
in the path verifies the signature of the previous node, replaces the
signature of the previous (if it is not the source) with its signature of
the packet, and retransmits it. So a RREQ contains, after one hop,
two security codes. Destination verifies the signatures of its previ-
ous hop and the source. The security mechanisms used for RREPs
are similar. However, ARAN involves too expensive computation
since every message is signed in a point-to-point manner.

In SAODYV, two security mechanisms are used: (i) digital signa-
tures to authenticate the non-mutable fields of RREQs and RREPs
and (ii) hash chains to secure the mutable information (hop count).
Due to the shortcoming of one way hash chain mechanism, SAODV
can not prevent a malicious node from forwarding a RREQ with the
same hop count as in the RREQ it receives (replay attack). It also
involves expensive computation to authenticate non-mutable fields
of control packets using digital signatures.

4
Number of Attackers

Figure 12: Packet delivery rate vs. num-
ber of attackers (p =10, V = 6 m/s).
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Number of Attackers

Figure 13: Packet delivery ratio vs. num-

ber of attackers (p = 20, V' = 6 m/s).

The SRP [14] requires security verification only between source
and destination of a route using MAC for RREQ and RREP pack-
ets. Since SRP does not require any authentication of the relay
nodes in both route request and route reply stages, it makes the
protocol more light-weight, but also more prone to attacks.

Ariadne [9] authenticates routing messages using one of three
schemes: shared secret keys between each pair of nodes, shared se-
cret keys between end-to-end nodes combined with broadcast au-
thentication TESLA [16], or digital signatures. Though Ariadne
can ensure that falsified route requests (or replies) are not accepted
by the destination (or source) of the route being discovered, it can-
not identify the nodes that caused the falsification.

An active adversary that control x adversarial nodes and uses ¥y
compromised identifiers is called an Active-y-z [9]. In [1], Acs et
al. proposed two Active-1-1 attacks on SAODV. In [6], an Active-
1-1 attack on SRP and an Active-1-1 attack on digital signature
version of Ariadne were discussed. In [2], Acs et al. presented
an Active-1-2 attack on Ariadne-MAC and an Active-2-2 attack
on low-overhead version of Ariadne-MAC. In addition, SAODYV,
ARAN, SRP, and Ariadne suffers from a common problem that in
the route reply stage each intermediate node does not verity RREPs
(in SRP and Ariadne) or only verifies if messages comes from its
next hop (in SAODV and ARAN). Single Active-1-1 attacker can
fabricate a RREP easily, and other legitimate intermediate nodes
can not detect this misbehavior and still relay the fabricated RREP
until it arrives at the source. Even when the fabricated RREP is
detected by the source, the source can not identify (or locate) the
malicious node.

In endairA [2], the route request stage does not use any authen-
tication. Intermediate nodes are involved in authentication and ver-
ification in the route reply stage. Every node (except destination)



verifies the validity of digital signatures generated by all follow-
ing nodes in the path list contained in the received RREP; then it
(except source) signs the message and forwards the RREP to its
preceding node in the path list. However, this involves expensive
computations using digital signatures. Also, it can not detect falsi-
fication of RREQs.

Two results that are similar to p-hop crosscheck are the leap-frog
protocol [8] and the interleaved hop-by-hop scheme [21]. The leap-
frog protocol is based on a group shared key to secure broadcasts
and multicasts. It is similar to our 2-hop crosscheck and can be
used for static networks only. The interleaved hop-by-hop scheme
filters injected false data in sensor networks, and assumes that falsi-
fication occurs in one direction: sensors to base station (equivalent
to falsification of route replies from destination to source in ad hoc
networks). On the other hand, p-hop cross check handles falsifi-
cation of route requests, which are broadcasted, as well as route
replies. Also, the p-hop crosscheck mechanism can be easily used
to secure both table-driven routing protocol (AODV) and source
routing protocols (DSR). Furthermore, we provide a performance
analysis of the crosscheck mechanism.

S.  CONCLUSIONS

In this paper, we proposed a simple p-hop crosscheck mecha-
nism to identify malicious nodes falsifying route request and route
reply control packets in on demand route discoveries. It addresses
route falsification attacks by non-colluding attackers completely in
aroute discovery. The proposed general mechanism can be used to
secure both on-demand table-driven routing protocols and source
routing protocols such as AODV and DSR. It is simple and efficient
using only pairwise symmetric keys. It can also be extended to sit-
uations that both pairwise symmetric keys and public and private
keys exist. In addition, this mechanisms can also be used to com-
plement existing secure routing protocols to address their attacks.
We implemented 2-hop crosscheck on AODV in the Glomosim
simulator. Using simulations, we showed that 2-hop crosscheck
achieves desired security property with negligible performance im-
pact.

In future, we intend to implement p-hop crosscheck on an ad hoc
network testbed.
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